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The Organisation is committed to satisfy all applicable requirements of this policy 
along with a commitment to continually improve this data protection policy. 
 
The Organisation further commits to compliance with data protection requirements 
and good practice including: 

¶    processing personal information only where this is strictly necessary and 
regulatory purposes, or for legitimate organizational purposes. 

¶    processing only the minimum personal information required for these 
purposes. 

¶ 



 
 

Data Protection Policy (Attachment 1.20) Page 3 of 8 Revision 06 – 31.01.24 
Uncontrolled Copy when printed or downloaded from the company intranet 

 
 

 ¶  comply with both the law and good practice 

¶  respect individuals’ rights 

¶  be open and honest with individuals whose data is held 

¶  provide training and support for staff who handle personal data, so that 
they can act confidently and consistently 

¶ If the breach is likely to result in a high risk of adversely affecting 
individuals’ rights and freedoms, we will inform those individuals without 
undue delay. 

¶  Notify the Information Commissioner voluntarily, even if this is not required 
             The GDPR introduces a duty on all organisations to report certain types of  
             personal data breach to the relevant supervisory authority. The organisation  
             will do this within 72 hours of becoming aware of the breach.                                   

¶ The Organisation ensures to have robust breach detection, investigation 
and internal reporting procedures in place. This will facilitate decision-
making about whether or not you need to notify the relevant supervisory 
authority and the affected individuals. 

¶ Records of any personal data breaches, regardless of whether you are 
required we are required to notify will be retained. 

(https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-
regulation-gdpr/personal-data-breaches/)  

(https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-
regulation-gdpr/individual-rights/)  
 

Key Risks 
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must not carry out any other tasks that could result in a conflict of interest. 
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Retention periods Retention periods for different types of data records are recorded in the 30.1 IMS 
manual on page 21, though these are not retention periods for personal data which 
will be based on a case by case basis. 
It should be noted that the current IMS manual is under review to revise in 

https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/right-of-access/
https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/right-of-access/
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¶ for what purpose it is being processed 

¶ what types of disclosure are likely 

¶ how to exercise their rights in relation to the data 

Procedure There will be standard ways for each type of Data Subject to be informed, these 
could be given, for example: 

¶ the handbook for employees 

¶ in the welcome letter or pack for members, with occasional reminders in the 
newsletter 

¶ during the initial interview with clients 

¶ on the web site 

Responsibility Different teams or employees will be responsible for transparency in relation to 
different types of Data Subject and the type of data kept, along with the varying 
control measures associated. Each member 

https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/lawful-basis-for-processing/
https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/lawful-basis-for-processing/
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